Tiberium is an automation and collaboration focused managed security services provider. Built with Microsoft technology, we rapidly became a Microsoft Gold partner and MISA (Microsoft Intelligent Security Association) member.

We lead the way with Tiberium MYTHIC, a managed SOC service that helps prevent, detect and react to security incidents. MYTHIC is powered by the automation engine, Tiberium FROST, which drives huge security and time saving benefits in combating threat actors.

We have pioneered genuine collaboration by creating the world’s first Microsoft Teams Cyber Defence integration – creating incident response actions, delivering real time dashboards, security hardening recommendations or the ability to chat directly with their Cyber Defenders. On top of the automation, their human led threat hunting is proactive and helps spot things software won’t find on its own.

Tiberium is accredited to ISO 27001, ISO 9001 and Cyber Essentials Plus.

Recognising the importance of due diligence
As cyber security specialists, we recognise the importance of Supplier Risk Management in selecting and managing partners. Having worked on both sides of the fence, our Chief Security Advisor, Gareth Lindahl-Wise said: “There is a genuine need for these due diligence activities to be done and done well, but wow, there is so much unrewarded effort and duplication on both sides of the relationship. Spreadsheets flying left right and centre, many generic but with subtle differences. Our challenge is working out what is an important difference to the client so we can focus on answering those points."

Tiberium responded to each set of questions in the supplier questionnaire manually. The process was simple and although there was commonality with some of the questions, the difference in wording often meant a tailored response to each question was needed.

Engagement with FSQS
We were invited to join FSQS by one of our Banking clients who had newly registered with the Hellios community. The FSQS questionnaire was split into two parts, and the level of detail needed was initially a surprise to the company, especially we are a start-up business.

In addressing these challenges, Leona Brunskill commented: “The Hellios staff, were responsive and supportive making the questionnaire surprisingly straightforward. The process was exceptionally quick, which really astonished me! From receiving and starting to respond to the questionnaire, reaching out and receiving help a few times, to approval, it took less than 48 hours.”

Tiberium is delighted to have completed and been accepted to FSQS which provides us with a single platform to update as we amend and develop our processes and procedures as well as ensuring this is tracked annually and resubmitted.

FSQS also provides us with an opportunity for other financial institutions to see our profile with the potential for future business, adding credibility, knowing we meet Hellios’ stringent due diligence requirements.

“FSQS registration allows us to demonstrate to our financial services clients the assurances they need to ensure we meet all compliance requirements. Our strategy is aligned, and we can execute our dream of a more secure way of working and dealing with our client’s assurance needs. This is one of the rare genuine ‘win-win’ solutions.”
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